
financel

From: mailing|ist@capito|.hawaii.gov
Sent: Monday, February 24, 2014 11:20 AM
To: FlNTestimony
Cc: gyoshimoto@scdhawaiigov
Subject: Submitted testimony for HB2003 on Feb 25, 2014 13:00PM

HB2003
Submitted on: 2/24/2014
Testimony for FIN on Feb 25, 2014 13:00PM in Conference Room 308

Submitted By Organization Testifier Position Present at Hearing

I Galen Yoshimoto State gepartmentof Support Yesefense

Comments: Submitted in behalf of Maj Gen Darryll Wong, Adjutant General

Please note that testimony submitted less than 24 hours prior to the hearinq,_improperly identified, or
directed to the incorrect office, may not be posted online or distributed to the committee prior to the
convening of the public hearing.

Do not reply to this email. This inbox is not monitored. For assistance please email
webmaster@capitol.hawaii.gov
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TESTIMONY OF
KEONE KALI, ACTING CHIEF INFORMATION OFFICER,

TO THE HOUSE COMMITTEE ON FINANCE

Tuesday, February 25, 2014
1:00 p.m.

Conference Room 308
State Capitol

H.B. 2003, HDI
RELATING TO CYBERSECURITY

Chair Luke, Vice Chairs Nishimoto and Johanson, and Members of the Committee:

I am Keone Kali, Acting Chief Information Officer, in the State Office of Information
Management and Technology (OIMT), speaking in support of H.B. 2003, HDI, that creates the Hawaii
Cybersecurity, Economic, Education, and Infrastructure Security Coordinator within the State
Department of Defense.

In today’s global digital world, cyber security threats are a persistent and growing concem as we
increasingly depend on information technology in our daily activities. The rising number of data
breaches continues to produce significant financial losses and economic consequences, as reflected by
recent computer data thefts from Target and Neiman Marcus stores that affected millions of customers.

The OIMT has statutory responsibilities to protect State government information from
unauthorized uses, intrusions, and security threats. The OIMT is implementing this State’s Security and
Privacy Plan that includes establishing cyber security standards, unifying cyber security and information
practices statewide, defining the scope and comprehensiveness of on-going security audits, and
embracing industry best practices for cyber education, and training. The State DOD has been a key
partner in our cyber security readiness planning.

As provided for in this bill, establishing the community outreach cyber security coordinating
function in DOD will greatly improve the overall cyber security posture and resiliency of our State by
increasing cyber security collaboration among government, higher education, and key private sector
critical infrastructure partners within the broader Hawaii community; and will complement OIMT’s
existing programs that focus on protecting government data.

We ask that this Committee move this bill forward and thank the committee for this opportunity
to testify in support of this important matter.
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Written Statement of
DR. PATRICK K. SULLIVAN
PRESIDENTICEO OCEANIT

Before the
HOUSE COMMITTEE ON FINANCE

February 25, 2014
1:00 PM

State Capitol, Conference Room 308
In Support of

HB 2003 RELATING T0 CYBERSECURITY

T0: Chair Sylvia Luke, Vice Chairs Scott Y. Nishimoto and Aaron Ling Johnason and
Members of the Committee
From: Dr. Patrick K. Sullivan, President/CEO
Re: Testimony in Support of HBZOO3
Honorable Chair, Vice-Chairs and Committee Members:
Thank you for the opportunity to submit testimony in support of HB2003.
As the world becomes increasingly interconnected, cybersecurity is vital for the
protection of individuals and families, as well as businesses, governments and
educational institutions. The State of Hawaii critical infrastructure and government
systems rely on technology that is becoming increasingly vulnerable to cyber attack.
Therefore, it is imperative that this legislature pass this bill to establish the Hawaii
cybersecurity, economic, education and infrastructure security council to recommend
improvements to the State's cybersecurity.

We strongly urge you to vote in support of HB2003 and appreciate your continued
support of the technology industry.
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